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1
Introduction
The following use cases have been addressed in TR 28.809:
6.1
Coverage related issues (1)
6.1.1
Coverage issue analysis
6.2
Resource related issues (5)
6.2.1
RAN user plane congestion analysis
6.2.2
Resource utilization analytics
6.2.3
Cross-slice resource optimization
6.2.4
NAS level congestion control optimization
6.2.5
Slice Coverage Optimization
6.3
SLS analysis related issues (7)
6.3.1
E2E latency analysis
6.3.2
Network slice load analysis
6.3.3
Service experience analysis
6.3.4
Network slice throughput analysis
6.3.5
Uplink/downlink throughput per UE in network slice analysis
6.3.6
KPI anomaly analysis
6.3.7
Jitter analysis
6.4
Fault management related issues (3)
6.4.1
Alarm incident analysis
6.4.2
Fault prediction analysis
6.4.3
Alarm malfunction analytics 
6.5
Mobility management related issues (6)
6.5.1
Handover optimization
6.5.2
Inter-gNB Beam Selection Optimization
6.5.3
Load Balancing optimization
6.5.4
Mobility performance analysis
6.5.5
Handover optimization based on UE trajectory

6.5.6
Handover optimization based on UE Load

6.6
Energy efficiency related issues (1)
6.6.1
MDA assisted energy saving

6.7
Paging performance related issues (1)
6.7.1
Paging optimization

6.8
Software management related issues (1)
6.8.1
RAN Node Software Upgrade

6.9
MDA assisted SON coordination (1)
6.9.1
SON conflict prevention and resolution

6.10
Security related issues (1)
6.10.1
Security risk assessment

6.11
Traffic projection (1)
6.11.1
Network slice traffic projection
6.99
MDA management aspects (4)
6.99.1
ML model training for MDA
6.99.2
Subscription to Management Data Analytics Reports
6.99.3
Retrieval of historical Management Data Analytics Reports
6.99.4
Confidence indicator in analysis results
2 Discussion 

2.1 Issues to be discussed with this discussion
Based on the study progress of TR 28.809, we would like to collect opinions for the following issues as inputs for way forward of Rel-17 work. 

As we could see that there are 32 use cases mentioned in the TR already, we should focus on some of them. There is some advantage to start from some common interested use cases and try to build consensus. The main purpose of this discussion is to find the list of common interest use cases from the existing use cases. 

Please companies list the use cases which you think should be focused, and give simple description and brief analysis of potential benefits. The list is recommended to be ordered according to the individual company preference. 
1. Open for inputs: Collect company views in the following table-1, indicated the list of individual company preferred use cases, the company preference can be updated and uploaded to “https://www.3gpp.org/ftp/Email_Discussions/SA5/OAM%20rapporteur%20calls/Rapporteur%20call%20%23134e” folder. For the efficiency of the discussion, it’s proposed to list the use cases in the order of the individual company preference.
2. Moderator will produce table-2 “summary of discussion” based on the inputs. 
3. Discussion of the moderator “summary of discussion” at the OAM rapporteur call or during the e-meeting.
Table-1: 
	Company
	Use case
	Comment (description and benefits)

	Huawei
	1. Alarm incident analysis

2. Coverage issue analysis 
3. Service experience analysis
4. Energy Efficiency
5. KPI anomaly analysis
6. E2E latency analysis
7. Network slice throughput analysis
8. NAS level congestion control optimization

	The MDA reporting mechanisms in section 6.99 are generic mechanism which could apply for different use cases and should be discussed independently with use cases. The following list only contains the use cases preference information. 
1. Alarm incident analysis
In 5G network, millions of alarms are generated due to the network complexity. The alarms may concern RAN domain, CN domain or cross domain. Large amount of alarms brings difficulties in network operation and maintenance. Therefore, the alarms and deteriorated performance measurements of same root cause should be correlated and analysed. 

To improve the efficiency of network operation and maintenance, the MDAS producer is able to provide the analytics result including the root alarm or root cause by correlate and group the related alarms and performance measurements into an alarm incident.
Related discussion in Other SDOs: SA5 could provide alarm incident analysis analytics in Rel-17 with coordination with RAN2, RAN3, and SA2 when needed.

2. Coverage issue analysis
Coverage is critical for good user experience for wireless network, and the Massive-MIMO is a key technology for 5G NR to deliver high capacity and coverage. The coverage configuration parameters need to be adjusted in a differentiated manner with the change of the radio network environment. It’s complex and take a long times for adjustment due to multiple factors needs to be considered, e.g. interference control, huge data and frequent traffic changes, and also manual adjustment takes time. So it is benefits to introduce intelligence analytic technologies (e.g. AI/ML) to automatically recognize coverage issue, analysis the root cause and give the coverage configuration recommendation to deliver the best coverage for the complex wireless environments in a rea-time and/or near real-time. 
Related discussion in Other SDOs: 3GPP RAN3 also already start to study the coverage related intelligence in signalling plane, coordination may be needed from the management aspects in Rel-17.

3. Service experience analysis
The variety of the services provided to the verticals is an important feature. The network requirements which support different services may vary a lot. For services supported by diffenent QoS flows, the requirements of different QCIs/5QIs should be assured to satisfy the end user experience. The UE level's experience analysis based on the information from AF provided by NWDAF, e.g., the service MOS may be utilized by MDAS producer as one of the service performance inputs. The network performance measurements from RAN and core network could be used by MDAS producer for the analysis of service fulfilment by the network.
The analysis of service experience of different vertical consumers and services types is important to support the SLA assurance from the network aspect. The MDAS producer may also coordinate with other management services producer to perform close loop SLA assurance of the network under the operator configured policies.
Related discussion in Other SDOs: SA2 has finalized Rel-16 Observed service experience analytic for NWDAF use case and defined in SA2 for the signalling plane intelligence, some coordination with SA2 to have the E2E service experience solution in 3GPP may be needed.

4.Enery Efficiency

Intelligence for Energy Efficiency is an important topic for 5G and several SDOs are started to investigate corresponding solutions (e.g. ITU-T, ETSI, 3GPP), in 3GPP, SA5 is recognized as leading technical group for energy saving discussion in 3GPP . There are some related discussion in 3GPP, for example, intelligent energy efficiency is one of the topic discussed in SA2 NWDAF, and AI-assisted energy efficiency is one of the topics for SI on Data Collection in RAN3.  

Related discussion in Other SDOs: SA5 could provide Energy Efficiency management solution in Rel-17 with coordination with SA2 and RAN3 and external groups when needed.

5. KPI anomaly analysis
KPI(s) are of great importance for network operators to monitor the key performance of the network. For 5G and beyond, a large amount of KPIs are defined in TS 28.554 [7]. 
MDAS is expected to have the capability to analyse KPI(s) for both cross domain and single domain.

Related discussion in Other SDOs: SA5 could provide KPI anomaly analysis analytics in Rel-17 with coordination with RAN2 and SA2 when needed.

6. E2E latency analysis
Latency is one of the SLA parameters for URLLC services. User data packets should be successfully delivered within certain time constraints to satisfy the end users requirements. 
From the management perspective, resource configuration and allocation algorithms or policies should support latency assurance. E2E latency is the latency across multiple domains, e.g. RAN domain, core network domain and transport network domain, each domain should ensure its own latency requirement to achieve the total E2E latency goal. The domain specific MDAS can be utilized to provide the domain specific latency analysis, and together with the cross-domain MDAS to provide E2E latency analysis to support SLS assurance.

Related discussion in Other SDOs: SA5 could provide E2E latency analysis, RAN domain and CN domain latency analysis in Rel-17 with coordination with RAN2 and SA2 when needed.
7. Network slice throughput analysis
Throughput is of great importance which represents the end users' experiences and also reflects the network problems, e.g., low UE throughput may be caused by the resource shortage. 

MDAS producer should have the capability to detect potential throughput issues and identify the root cause to assist throughput assurance. Network slice throughput analysis can be for a specific domain or for cross-domain. It is expected that 3GPP Cross Domain MDAS producer provides the federated throughput analytics report and Domain MDAS producer provides the domain specific throughput analysis. These two levels of MDAS producers worked in a coordinated way to assure the throughput performance.
Related discussion in Other SDOs: SA5 could provide Network slice throughput analysis, RAN domain and CN domain throughput analysis in Rel-17 with coordination with RAN2, RAN3 and SA2 when needed.

8. NAS level congestion control optimization
The current NAS level congestion control as described in TS 23.501 [13] uses back-off timer to avoid AMF receiving large amounts of NAS messages from UEs including Mobility Registration Update request.
It is desirable to use MDAS (Management data analytic service) to assist congestion control in order to avoid too many rejections of NAS messages at the AMF.
Related discussion in Other SDOs: SA5 could provide NAS level congestion control optimization analytics in Rel-17 with coordination with SA2 when needed.

	China Telecom
	1. Alarm incident analysis 
2. Coverage issue analysis

3. Energy Efficiency

4. Service experience

5. KPI anomaly analysis

6. E2E latency analysis

7. ML model training

8. Confidence indicator

	1. Alarm incident analysis

In 5G network, millions of alarms are generated due to the network complexity. Large amount of alarms brings difficulties in network operation and maintenance. To improve the efficiency of network operation and maintenance, it is benefits to provide the alarm incident analytics result.
2. Coverage issue analysis

Coverage issue is a critical topic for the network performance offered to the UEs.  The coverage issue may cause various UEs and network failures and degrade the network performance. Therefore, it is important to detect the coverage issue and assure the coverage performance to guarantee user service experience.
3. Energy Efficiency

Energy efficiency is a critical topic for the operators, especially in the 5G network. AI-assisted energy saving is an important issue, which can be used to achieve an optimized balance between the energy efficiency and the performance provided by the network. The related issues are also discussed in SA2 and RAN3 and other groups.

4. Service experience

The service experience is an important feature for many issues, for example, coverage issue and energy efficiency issue may impact the user quality of service experience. The analysis of service experience can be used to satisfy the end user experience and support the SLA assurance from the network aspect.
5. KPI anomaly analysis

KPI(s) are of great importance for network operators to monitor the key performance of the network. The correlations between different KPIs are complicated and it is hard to monitor the KPI(s) manually. It is important to detect and predict the anomalous KPI(s) to improve the efficiency of network operation and maintenance.
6. E2E latency analysis

For the URLLC services, the latency is one of the most straight forward SLA parameters which is related to the service experience.
Latency could be impacted by the network capability and network configurations. From the management perspective, resource configuration and allocation algorithms or policies should support latency assurance. E2E latency is the latency across multiple domains, and each domain should ensure its own latency requirement to achieve the total E2E latency goal. The domain specific MDAS can be utilized to provide the domain specific latency analysis, and together with the cross-domain MDAS to provide E2E latency analysis to support SLS assurance.
7. ML model training

The intelligence of the network service management & orchestration may rely on AI technologies, for example, the intelligent energy efficiency may be achieved by AI technologies. The ML model training can be used to optimize the accuracy of AI technologies results. In addition, same as Huawei’s opinion, the MDA reporting mechanisms in section 6.99 are generic mechanism which could apply for different use cases and should be discussed independently with use cases.  
8. Confidence indicator

Same as the opinion above, the intelligence of the network service management & orchestration may rely on AI technologies, but the consumer should treat the results of AI analytics with caution, especially in the case when multiple analysis results are provided to the consumer or multiple consumers subscribe the same analysis with different requirements. Therefore, it is benefits to introduce the degree of confidence to assist the consumer select the most appropriate analysis result. 


	Orange
	1. Energy Efficiency

2. Service experience analysis

3. Alarm incident analysis

…
	

	Samsung
	1. Handover optimization
2. Paging optimization
3. Network slice traffic projection
4. Handover optimization based on UE Load

5. RAN Node Software Upgrade 
	Handover optimization
In virtualized environment, the HO may be rejected due to inadequate available resources within the target gNB. The notion of resources may include virtual resources (e.g., compute, memory) and/or radio resources (e.g., PRB, RRC connected users). If the HO request is rejected, a UE will try to connect to a different gNB until the request is successfully accepted. Several target gNBs can be tried until the request is successfully accepted. This process can result in wastage of UE and network resources, while it may also introduce service disruption due to increased latency and radio link failures (RLFs). It also introduces inefficiency in the HO or other network procedures.
Handover optimization based on UE Load

The target node, eNB, may not have adequate resources to accept certain handover requests. In the context of network virtualization, these resources may include not only legacy radio resources, but also virtual resources such as processor and memory. Handover optimization can benefit from knowledge about the projected UE load on the target cell including additional radio and virtual resources
Paging optimization

As per the current procedures, if the UE goes out-of-coverage (OOC) the paging which was initiated by the network Access and Mobility Management Function (AMF) fails. The re-attempts continue to fail until UE comes in the coverage and reacts to the paging attempts. This repetitive paging attempts result in the wastage of network resources. As an example, the use case includes a user or a group of users getting into an area, with no cellular coverage on a regular basis for a considerably long duration, for e.g., the user gets into a shielded room for some testing purpose every day for a defined period. The Network initiated paging for such users will fail until they are back in the area with cellular coverage. This would result in in-efficient network resource usage
RAN Node Software Upgrade
As per the current mechanism of software upgrade at RAN node results in service disruption or huge operational cost. Consider a scenario, when a RAN Node is required to shut down manually to undergo critical maintenance for a very short duration of time. Software upgrade can be one such critical maintenance scenario. In such cases, all the resources (bearer, security functions, mobility management) that are managed by this RAN Node need to be purged and reconfigured at another RAN Node (standby RAN Node) or if another RAN Node is not available then resources will be reconfigured again when former RAN Node comes up after software upgrade. Both the situations lead to additional operational expenses and data loss. Operational expense in terms of all the resources to be released/attached again and data loss for all GBR sessions/bearer.
Network slice traffic projection
It is desirable to use uses MDAS to get the network slice traffic projections including individual traffic projections on each of the constituent network functions instances present in the slice. The individual traffic projections can be used to divide total available quota among the constituent network functions instances which can then be configured for network function(s), as required. For example, MDAS can provide total number of projected terminal or subscription for each AMF instance in the slice. Based on the projections the total available quota can be divided among the multiple AMF instances in the slice. The AMF instance serving more users or require to serve more users in future will have more quota then other AMF instances in the slice

	Intel
	1. Coverage issue analysis
2. Resource utilization analytics

3. ML model training for MDA

4. MDA assisted energy saving

5. SON conflict prevention and resolution

6. SLS analysis related issues

7. Handover optimization

8. Load balancing optimization
	1. Coverage issue is the dominant issue that needs to be taken care of by OAM. So suggesting to address this important issue in Rel-17.

2. Optimized resource utilization is one of the most prioritized goal that the operator is pursuing.

3. ML model training enables the consumer to optimize the accuracy of the MDA report. Also it is expected that MDA can provide the results as reliable and accurate as possible since Rel-17.

4. Energy Saving assisted by MDA is being addressed in another Rel-17 SI and WI, and it has dependency on this UC in MDA.  

5. 5G SON has been supported since Rel-16, and the conflicts between SON functions have been recognized even since LTE. It is necessary to have the MDA to support conflict prevention and resolution in Rel-17.  

6. SLS assurance has been addressed since Rel-16 and is being enhanced in Rel-17. The SLS assurance has dependency on MDAS, therefore it is suggested to address the SLS analysis related issues in Rel-17.

7 & 8: Handover optimization and load balancing optimization are related to 5G MRO and MLB, which are supported in Rel-16 or to be supported in Rel-17. Therefore it is suggested to address the analysis parts for these two SON functions in Rel-17.

	CATT
	1. Coverage issue analysis

2. Alarm incident analysis

3. ML model training for MDA

4. MDA assisted energy saving

5. KPI anomaly analysis

6. SLS analysis related issues
	


3 Conclusion, Recommendations

Moderator will collect information and make the following summary.
1. The following table-2 summarized the no. of companies’ statistics on supported use cases.
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Table-2:

	Use case
	No. of preference
	Use case
	No. of preference

	6.1.1
Coverage issue analysis
	4
	6.2.1
RAN user plane congestion analysis
	

	6.2.2
Resource utilization analytics
	1
	6.2.3
Cross-slice resource optimization
	

	6.2.4
NAS level congestion control optimization
	1
	6.2.5
Slice Coverage Optimization
	

	6.3.1
E2E latency analysis
	4
	6.3.2
Network slice load analysis
	2

	6.3.3
Service experience analysis
	5
	6.3.4
Network slice throughput analysis
	3

	6.3.5
Uplink/downlink throughput per UE in network slice analysis
	2
	6.3.6
KPI anomaly analysis
	4

	6.3.7
Jitter analysis
	2
	6.4.1
Alarm incident analysis
	4

	6.4.2
Fault prediction analysis
	
	6.4.3
Alarm malfunction analytics
	

	6.5.1
Handover optimization
	2
	6.5.2
Inter-gNB Beam Selection Optimization
	

	6.5.3
Load Balancing optimization
	1
	6.5.4
Mobility performance analysis
	

	6.5.5
Handover optimization based on UE trajectory
	
	6.5.6
Handover optimization based on UE Load
	1

	6.6.1
MDA assisted energy saving
	4
	6.7.1
Paging optimization
	1

	6.8.1
RAN Node Software Upgrade
	1
	6.9.1
SON conflict prevention and resolution
	1

	6.10.1
Security risk assessment


	
	6.11.1
Network slice traffic projection
	1

	6.99.1
ML model training for MDA
	3
	6.99.2
Subscription to Management Data Analytics Reports
	

	6.99.3
Retrieval of historical Management Data Analytics Reports
	
	6.99.4
Confidence indicator in analysis results
	1


2. Moderator summary:

A. There are 6 companies provided their preferred list.

B. The following 12 use cases got more than one company’s interest.

· Alarm incident analysis
· Service experience analysis

· Energy Efficiency/MDA assisted energy saving
· Coverage issue analysis
· KPI anomaly analysis
· E2E latency analysis
· Handover optimization
· ML model training for MDA
· Network slice throughput analysis
· Network slice load analysis
· Uplink/downlink throughput per UE in network slice analysis
· Jitter analysis

C. The following 9 use case got 1 company’s interest for the time being.

· NAS level congestion control optimization
· Confidence indicator
· Paging optimization
· Network slice traffic projection
· Handover optimization based on UE Load
· RAN Node Software Upgrade
· Resource utilization analytics
· SON conflict prevention and resolution
· Load balancing optimization
3. Moderator recommendation: 
· Moderator recommends to focus on the following 12 use cases as starting point for contributions, other cases will also be treated equally if contributions are available. 
· Alarm incident analysis

· Service experience analysis

· Energy Efficiency

· Coverage issue analysis

· KPI anomaly analysis

· E2E latency analysis

· Handover optimization

· ML model training for MDA
· Network slice throughput analysis
· Network slice load analysis
· Uplink/downlink throughput per UE in network slice analysis
· Jitter analysis

· “ML model training”, “Confidence indicator” belong to the general reporting mechanism, can be discussed independently from the use cases.

· More interest inputs are still welcome, moderator will keep update the table-2 from time to time if there are new interests provided. The information is used to provide better collaboration for this work in SA5.
	End of changes


